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The differentiating structure in an antifuse‑based field programmable gate array (FPGA) is, obviously, the antifuse.  This two‑terminal device, which is used as the configuration element in this programmable microcircuit, must be highly reliable for critical applications.  This paper will briefly review the structures of different types of antifuses, the reliability history, and the efforts and results from hardening this programmable element.  The antifuses must be shown reliable in both the programmed and unprogrammed states.  In the programmed state, currents will flow through the structure.  In the unprogrammed state, there are several reliability issues.  First, the element must be stable over time under the full military temperature and voltage operating conditions; that is, time dependent dielectric breakdown (TDDB) is not a concern for military and aerospace systems that have long service lives.  Secondly, the element must be reliable in the circuit; that is, normal operations such as handling with exposure to some level of ESD and soldering operations, where high temperatures are seen.  Lastly, the biased, unprogrammed antifuse must be reliable to heavy ion irradiation.  The reliability analysis focus on the 0.25 µm SX-S devices, designed for space use, with hardened antifuses.

Antifuse‑based FPGAs are high-density devices, with integration levels of from 104 to 105 gates per microcircuit.  The reliability of this class of programmable microcircuit will be examined.  The discussion will start out with the basics of how reliability is determined for this device.  That is, how are the devices tested, the fault coverage, and how that is achieved.  Following this introduction, a summary of reliability of different products, spanning over a decade of experience, will be presented.  In particular, we shall present data showing the reliability of the devices as a function of product life and product introduction.  This will quantitatively show the level of risk, for critical systems, of using newer technologies vs. older, more established devices.  To put the reliability of this class of programmable devices in perspective, the failure rate for devices will be compared with historical measures, starting with the earliest microcircuits built in the 1960s for Apollo and continuing through the decades, as the industry's gained experience and increased integration levels.
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